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Abstract—In this paper, we propose a distributed and adaptive
hybrid medium access control (DAH-MAC) scheme for a single-
hop Internet of Things (IoT)-enabled mobile ad hoc network
supporting voice and data services. A hybrid superframe struc-
ture is designed to accommodate packet transmissions from a
varying number of mobile nodes generating either delay-sensitive
voice traffic or best-effort data traffic. Within each superframe,
voice nodes with packets to transmit access the channel in a
contention-free period (CFP) using distributed time division mul-
tiple access, while data nodes contend for channel access in
a contention period (CP) using truncated carrier sense multi-
ple access with collision avoidance. In the CFP, by adaptively
allocating time slots according to instantaneous voice traffic
load, the MAC exploits voice traffic multiplexing to increase
the voice capacity. In the CP, a throughput optimization frame-
work is proposed for the DAH-MAC, which maximizes the
aggregate data throughput by adjusting the optimal contention
window size according to voice and data traffic load variations.
Numerical results show that the proposed MAC scheme outper-
forms existing quality-of-service-aware MAC schemes for voice
and data traffic in the presence of heterogeneous traffic load
dynamics.

Index Terms—Data throughput, Internet of Things (IoT),
medium access control (MAC), mobile ad hoc net-
works (MANETS), time division multiple access (TDMA),
truncated carrier sense multiple access with collision
avoidance (T-CSMA/CA), voice capacity.

I. INTRODUCTION

NTERNET of Things (IoT)-enabled mobile networks have

been envisioned as an important revolution for future gen-
eration wireless networks, which facilitate a growing number
of smart heterogeneous objects (e.g., smart sensors, home
appliances, monitoring devices, etc.) being connected via suit-
able wireless technologies to the Internet, in order to achieve
ubiquitous information access and seamless communication
interaction [1]. A mobile ad hoc network (MANET) is one
typical example of IoT-enabled mobile networks, allowing a
group of smart mobile devices (e.g., smartphones, smart sen-
sor nodes, etc.) interconnected in a peer-to-peer manner and
communicating without relying on any network infrastruc-
ture. MANETS are widely deployed for pervasive loT-oriented
applications, for example, smart home/office networking [1],
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emergency communications and crisis response in disaster
areas [2]-[4], and tactical networks for the purpose of com-
mand interactions [5]. Device-to-device (D2D) communication
networks have been recently popularized as one of the typ-
ical realizations for IoT-enabled MANETS, which rely on
the ad hoc networking of spatially-distributed smart devices
for information relaying and sharing in some postdisaster
areas where the communication infrastructures are temporar-
ily destroyed [3], [4]. In [3], the information dissemination in
disaster-stricken areas is realized through collaborative rout-
ing based on intermittent group-forming and group-disbanding
among both pedestrians and vehicles equipped with smart
devices. Further, D2D communications are also employed in
the next generation wireless cellular networks to fulfill the
ever-increasing communication demands by sharing the spec-
trum resources with cellular users [6], [7]. Some IoT-based
wireless networks are designed to support a large number
of power-constrained sensor nodes or autonomous devices
generating low data rate traffic. Therefore, energy-efficient
medium access control (MAC) is required to coordinate packet
transmissions among wireless nodes to prolong the whole
network lifetime. Such studies include the carrier sense multi-
ple access with collision avoidance (CSMA/CA)-based IEEE
802.15.4 ZigBee supporting energy efficient and low data
rate communications in wireless sensor networks (WSNs) [8],
a data gathering protocol in an IoT-based WSN with time
division multiple access (TDMA) employed for intracluster
data transmissions [9], the IEEE 802.11ah operating at lower
frequency bands to cover an increasing number of machine-
to-machine (M2M) devices for an outdoor M2M network
environment [10]. However, these MAC protocols, developed
to support low data rate applications on power-limited devices,
cannot guarantee the differentiated quality-of-service (QoS)
requirements for heterogeneous services [2].

For a typical IoT-enabled MANET with power-rechargeable
mobile nodes [11] (i.e., smartphones and laptops) generating
a high volume of heterogeneous traffic, supporting heteroge-
neous services with differentiated QoS guarantee becomes an
important but challenging task. The network is expected to not
only provide as high as possible throughput for best-effort data
traffic but also ensure a bounded packet loss rate for delay-
sensitive voice communications or even multimedia streaming.
Therefore, QoS-aware MAC is required to coordinate the chan-
nel access for heterogeneous traffic in a differentiated way to
satisfy QoS requirements of all individual users [12]. However,
the characteristics of MANETSs pose technical challenges in
the QoS-aware MAC design: 1) since MANETS do not depend
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on any central control, distributed MAC is required to coor-
dinate the transmissions of neighboring nodes based on their
local information exchanges and 2) nodes are mobile, making
the heterogeneous network traffic load change with time. The
traffic load variations can lead to QoS performance degrada-
tion. Thus, MAC is expected to be context-aware, which adapts
to the changing network traffic load to achieve consistently
satisfactory service performance.

In this paper, we propose a distributed and adaptive hybrid
MAC scheme (DAH-MAC), in which distributed TDMA
is employed for voice packet transmissions to guarantee
a voice packet loss rate bound and truncated CSMA/CA
(T-CSMA/CA) is used for data nodes to access the channel.
Most of the existing contention-based MAC schemes evalu-
ate the average access delay for voice traffic in a saturation
condition or with a constant arrival rate [13], which is not the
case in reality. We use a more accurate on/off model [14] for
voice traffic generation, and exploit voice traffic multiplexing
to improve the voice capacity [14]. Since voice service is real-
time, a packet not transmitted after a delay bound should be
dropped at the source, and the voice packet delay has to be
evaluated in a stochastic manner [15] for calculating the packet
loss probability. In this way, the delay requirement for voice
traffic can be satisfied probabilistically by guaranteeing the
voice packet loss rate below a given bound. The contributions
of this paper are threefold.

1) To guarantee the voice packet loss rate bound, we
present a distributed and traffic-adaptive TDMA time
slot allocation scheme to allocate one time slot for each
active voice node according to its transmission buffer
state. Also, we establish an analytical model so that the
MAC scheme can determine the voice capacity region
by adjusting an MAC parameter, i.e., the maximum time
fraction allocation requirement for voice traffic in each
superframe, which facilitates voice session admission
control for QoS guarantee. By exploiting the voice traf-
fic multiplexing, the resource utilization for voice traffic
is improved significantly.

2) The T-CSMA/CA based contention scheme is employed
for data traffic access. We establish an analytical model
of data saturation throughput for the DAH-MAC. The
saturation throughput is a function of the number of
voice and data nodes as well as the packet transmission
probability of each data node.

3) For the saturation throughput of the DAH-MAC, we
derive an approximate closed-form expression of the
optimal data packet transmission probability as a func-
tion of the heterogeneous network traffic load. Further,
we obtain a closed-form expression of the optimal con-
tention window size, which establishes a mathematical
relationship between the MAC layer parameter and the
heterogeneous network traffic load. Based on the analy-
sis, the maximum best-effort data saturation throughput
can be achieved by adjusting the contention window size
according to variations of the number of voice and data
nodes.

We organize the remainder of this paper as follows.

Section II reviews existing MAC schemes for MANETSs

supporting heterogeneous services. The system model is
described in Section III, and the DAH-MAC scheme is pre-
sented in Section IV. Section V provides performance analysis
in terms of the average number of scheduled voice time slots
and aggregate data throughput within a superframe. Numerical
results are given in Section VI to evaluate the performance
of the proposed DAH-MAC scheme. Finally, conclusions are
drawn in Section VII. Important parameters and variables are
summarized in Table I.

II. RELATED WORK

In literature, contention-based MAC schemes with service
differentiation are commonly used for supporting heteroge-
neous traffic [16]-[19]. The enhanced distributed channel
access standardized in IEEE 802.11e [20], is one typical exam-
ple, in which delay-sensitive realtime traffic is granted smaller
arbitration interframe space (AIFS) and contention window
size to access the channel with a higher probability than non-
realtime traffic [16], [17]. It is demonstrated in [21] that the
contention window size differentiation among realtime and
nonrealtime traffic is superior over the AIFS differentiation
in achieving a smaller access delay for the realtime service
in a traffic saturation condition. To grant voice traffic deter-
ministic channel access priority for further improving the
delay performance, busy-tone based contention protocols are
proposed [14], [22], in which each voice node broadcasts a
busy-tone signal, instead of decrementing a backoff counter,
after an idle AIFS duration to prevent the contention inter-
vention from data nodes. Even if the contention separation is
achieved between voice traffic and data traffic in busy-tone
based protocols, contention collisions still exist and accu-
mulate among voice (data) nodes themselves after the voice
(data) traffic load becomes relatively high, making the delay
(throughput) performance degraded to an unacceptable level.

By avoiding contention collisions, distributed TDMA
schemes [23], [24] allocate time slots to each node in a dis-
tributed way for exclusive use. They are more effective than
contention-based MAC schemes in guaranteeing the delay of
realtime traffic especially in a relative high traffic load con-
dition, where channel time is accumulated and wasted for
packet collisions resolution in contention-based schemes. To
maximize resource utilization, the distributed TDMA time slot
allocation should be adaptive to the instantaneous voice traffic
load [23]. In [25], a TDMA-based distributed packet reserva-
tion multiple access (D-PRMA) protocol is proposed, in which
voice nodes are granted a higher probability than data nodes to
contend for the channel based on slotted-Aloha. Once a con-
tention is successful, the same time slot in each subsequent
frame is reserved for the successful voice node until the slot is
detected idle. Each D-PRMA frame consists of a fixed number
of time slots to support transmissions from a certain num-
ber of voice and data nodes, which is not flexible when the
number of nodes varies over a wide range. In addition, TDMA-
based schemes can be underperformed in supporting best-
effort data traffic. Since the data traffic generation is bursty,
some of the time slots are wasted when the traffic load is
relatively low.
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TABLE I
IMPORTANT PARAMETERS AND VARIABLES

H Parameter & Variable H

Definition

2/ 5 Average duration in on/off state of a voice node
A Ad Average packet arrival rate at each voice/data node
T Data packet transmission probability
Topt Optimal data packet transmission probability
) Maximum time fraction for voice traffic in each superframe
B Average voice burst size
CWopt Optimal contention window size
M Maximum number of voice packets generated in a superframe
N, Number of active voice nodes in each superframe
Ng/N, Number of data/voice nodes
N Average number of voice bursts scheduled for transmission
Nsm Maximum number of voice bursts scheduled for transmission
Nym Number of minislots in each control period (voice capacity)
D Data packet collision probability
Pr, Voice packet loss rate bound
Do Probability of a generic time slot inside the vulnerable period
Sa Normalized saturation data throughput for T-CSMA/CA
T Duration of a conflict period
Tesp Average duration of contention-free period
Tetpm Maximum duration of contention-free period
Tep Average duration of contention period
Tetr Control period duration
T Minislot duration
Tpa/Tpo Data/voice packet duration
T Complete data packet transmission time
Tsr Superframe duration
T, Average duration of vulnerable period
Toa Average virtual transmission time
Ym. Maximum number of transmitted voice packets in each superframe

To guarantee the voice delay bound and achieve high
resource utilization with multiplexing for best-effort data,
hybrid MAC schemes are better options which combine a
TDMA period for voice transmissions and a CP for data
transmissions using CSMA/CA-based mechanisms within a
superframe [26], [27]. In [14], a hybrid MAC scheme is devel-
oped for wireless local area networks, in which voice nodes
in talk spurts are polled by an access point to transmit pack-
ets in a contention-free period (CFP), whereas the remaining
idle voice nodes, once having packets to transmit, contend
with data nodes to access the channel according to the busy-
tone contention protocol in a CP. Since contention-based MAC
schemes experience throughput degradation with an increase
of network traffic load, some existing methods adapt the con-
tention window size to node density [28] or node relative
velocity [29] to achieve consistently high network throughput.
However, within a hybrid MAC superframe structure, how to
achieve a consistently maximal data throughput over hetero-
geneous traffic load variations and how to adaptively allocate
time slots based on instantaneous voice traffic load in a dis-
tributed way to maximize voice traffic multiplexing gain still
remain unsolved.

III. SYSTEM MODEL

Consider a single-channel fully connected MANET [25],
[30], [31], where each node can receive packet transmis-
sions from any other node. The fully connected network
scenario can be found in various MANET applications, includ-
ing office networking in a building or in a university library
where users are restricted to move in certain geographical
areas [31], users within close proximity are networked with
ad hoc mode in a conference site [12], M2M communica-
tions in a residential network for a typical IoT-based smart
home application where home appliances are normally within
the communication range of each other [2]. The channel is
assumed error-free, and packet collisions occur when more
than one node simultaneously initiate packet transmission
attempts. Without any network infrastructure or centralized
controller, nodes exchange local information with each other
and make their transmission decisions in a distributed man-
ner. The network has two types of nodes, voice nodes and
data nodes, generating delay-sensitive voice traffic and best-
effort data traffic, respectively. Each node is identified by its
MAC address and a unique node identifier (ID) that can be ran-
domly selected and included in each transmitted packet [24].
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Fig. 1. Superframe structure.

We use N, and N; to denote the total numbers of voice and
data nodes in the network coverage area, respectively. Nodes
are mobile with a relatively low speed, making N, and Ny
change with time.

For delay-sensitive voice traffic, each packet should be
successfully transmitted within a bounded delay to achieve
an acceptable voice communications quality; otherwise, the
packet will be dropped. Therefore, as a main QoS metric
for voice traffic, packet loss rate should be carefully con-
trolled under a given threshold, denoted by P; (e.g., 1072).
The generic on/off characteristic of voice traffic allows traf-
fic multiplexing in transmission. Each voice source node is
represented by an on/off model, which is a two-state Markov
process with the on and off states being the talk spurt and silent
periods, respectively. Both periods are independent and expo-
nentially distributed with respective mean (1/«) and (1/8).
During a talk spurt, voice packets are generated at a constant
rate, A packet/s. As for best-effort data traffic, data nodes are
expected to exploit limited wireless resources to achieve as
high as possible aggregate throughput. It is assumed that each
data node always has packets to transmit. Nodes in the network
are synchronized in time, which can be achieved such as by
using the 1PPS signal with a global positioning system (GPS)
receiver [24], [25].

In the network, time is partitioned into superframes of con-
stant duration, denoted by Tsg, which is set to have the same
duration as the delay bound of voice traffic. Each superframe
is further divided into three periods: 1) control period (CTP);
2) CFP; and 3) CP, the durations of which are denoted by
Tewt, Tefp, and Tep, respectively, as shown in Fig. 1. The con-
trol period consists of Ny, fixed-duration (7},) minislots, each
with a unique minislot sequence number. It is to support a
varying number of voice nodes in the network. Each voice
node selects a unique minislot and broadcasts local informa-
tion in its selected minislot, for distributed TDMA time slot
allocation in the following CFP [32]. In the context of higher
service priority to voice traffic, to avoid a complete deprivation
of data service, there is a maximum fraction of time, ¢ (< 1),
for voice traffic in each superframe. The value of ¢ is assumed
known to all nodes when the network operation starts, and can
be broadcast by the existing nodes in each control period. The
voice capacity is the maximum number of voice nodes allowed
in the network, denoted by Ny, (same as the number of minis-
lots in each CTP), under the QoS constraint, which depends on
¢. The period following the control period is the CFP, which
is further divided into multiple equal-duration TDMA time
slots, each slot having a unique sequence number. Each voice
node with packets to transmit (referred to as active voice node)
occupies one time slot to transmit a number of voice packets,

T /Nvm
m 4
— -
12 TDMA slots Contention period
Header Node IDs MSN BIB Previous SSN

Fig. 2. Format of control packet broadcast in each minislot.

called a voice burst.! Thus, the number of TDMA slots in the
CFP is determined by the number of voice burst transmissions
scheduled for the superframe, denoted by Ny (N; < N,).

The last period CP is dedicated to best-effort data nodes for
transmission according to T-CSMA/CA. Data packet transmis-
sions are based on CSMA/CA and are periodically interrupted
by the presence of CTP and CFP.

1V. DAH-MAC SCHEME

In the following, we illustrate how voice nodes access their
TDMA slots in each CFP without a central controller. For data
nodes accessing the channel using T-CSMA/CA, we highlight
differences between the T-CSMA/CA within the proposed
hybrid superframe structure and the traditional CSMA/CA.

A. Accessing Minislots

In the distributed MAC, each voice node needs to exchange
information with neighboring voice nodes by broadcasting
control packets in the minislots in the control period of each
superframe. When the network operation starts, the number
of minislots (voice capacity Nyp) in the control period should
be determined in a distributed way under the constraint that
voice packet loss rate is bounded by P; and the summation
of Tey and Tefp does not exceed ¢ - Tsp in each superframe.
After Ny is determined, each voice node randomly chooses
one minislot in the CTP of a superframe, and broadcasts a
control packet in its selected minislot [32]. Each node broad-
casts its control packet in the same occupied minislot of each
subsequent superframe,? until it is powered off or departs from
the network. A control packet, shown in Fig. 2, includes five
fields: a header, a set of IDs of the node’s neighbors including
the node itself, the node’s occupied minislot sequence number
(MSN, chosen from 1 to Nyp), buffer occupancy indication
bit (BIB), the node’s scheduled TDMA slot sequence number
(SSN, a number within O to Nj) in the previous superframe.

Accessing a minislot from a tagged voice node is considered
successful if the control packets received from other nodes
in subsequent minislots contain the tagged node’s ID [34].
Otherwise, an access collision happens due to simultaneous
control packet transmissions in the same minislot by more
than one node. All nodes involved in the collision wait until
the next superframe to reaccess one of the vacant minislots.

1A voice burst is the packets generated by an active voice node within one
superframe that can be transmitted over a time slot.

2To ensure fair minislot access, voice nodes reselect minislots after using
the previous ones for a predefined number of successive superframes [33].
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The minislot accessing process is completed when all existing
nodes successfully acquire their respective minislots. When
a new node is powered on or entering the network coverage
area, it first synchronizes in time with the start of a super-
frame, determines the number of minislots (based on @), Ny,
and listens to all control packets in the CTP. Then, it randomly
selects an unoccupied minislot and broadcasts a control packet
in the minislot in the next superframe. If all Ny, minislots are
occupied, which means the whole network reaches its voice
capacity, the node defers its channel access and keeps sensing
the CTPs of subsequent superframes until some existing min-
islots are released due to node departures. After the minislot
accessing is successful, the node keeps using the same minislot
of subsequent superframes to broadcast its control packet.

B. Adaptive TDMA Time Slot Allocation

For efficient resource utilization, time slot allocation to
voice nodes should adapt to traffic load variations. Taking
account of the voice traffic on/off characteristic, only active
nodes should be allocated one time slot each, in a superframe.
We divide active voice nodes into two categories: 1) type I
and 2) type II nodes. Type I nodes in the current superframe
were not allocated a time slot in the previous superframe,
and are named “current-activated” nodes; type II nodes remain
active in both previous and current superframes, and are called
“already-activated” nodes.

For each type I node, voice traffic transits from the off state
to the on state during previous superframe and generates voice
packets before the node broadcasts a control packet in current
superframe. Because of the randomness of state transition time
from off to on in the previous superframe, packet transmissions
from type I nodes should have higher priority to be sched-
uled as early as possible according to their minislot accessing
sequence, as long as type II nodes can transmit within the
delay bound, in order to minimize the possibility of type I
packet loss due to delay bound violation. Each type II node
has a time slot in the previous superframe and remains active
in the current superframe. It should transmit packets no later
than in the same time slot in the current superframe to meet
the delay bound requirement. As an example, Fig. 3 illustrates
how TDMA time slots are allocated in one superframe, with
N, =9 and Ny, = 10, i.e., how to obtain current SSN based
on the information in control packets. Each node has a unique
minislot. Three types of important information in a broadcast
control packet are shown: 1) MSN, the unique sequence num-
ber of a specific minislot; 2) BIB, which is 1 if the node has
packets to transmit and O otherwise; and 3) previous SSN,
showing the sequence number of a TDMA time slot allocated
to a voice node in the previous superframe, with SSN = 0
if the node was not allocated a TDMA time slot. Each entry
in the left part of Fig. 3 discloses the information broadcast
by the nodes in their minislots. The information broadcast by

3Tn most cases, the reason of not having a time slot is that the voice node
has no packets to transmit. In some occasions when the instantaneous voice
traffic load becomes heavy, an active node may not be able to get a time slot,
resulting in packet dropping at the transmitter.
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Fig. 3. Example of TDMA time slot allocation.

type I and type II active nodes is distinguished by the dashed-
line and solid-line bounding rectangles, respectively. It can be
seen that nodes 8 and 5 are type I with BIB = 1 and with
previous SSN = 0, whereas nodes 7, 1, and 4 are type II with
BIB = 1 and previous SSN # 0.

Based on the information provided by the control pack-
ets, the right part of Fig. 3 shows the time slot allocation in
the current superframe. Node 8 accessing the first minislot
among all the type I nodes will transmit in the first time slot
(with current SSN = 1) in the CFP. Node 5 is allocated a
time slot after nodes 1 and 7 because the latter two nodes
are type II nodes and should transmit packets no later than
in their previously allocated time slots (with previous SSN =
2 and 3, respectively). Packet transmissions in current super-
frame from node 4 (a type II node with the largest previous
SSN) are scheduled in a time slot with the index less than its
previously allocated time slot.

C. T-CSMA/CA Based Contention Access

In DAH-MAC, best-effort data nodes access the channel
within a CP of each superframe according to the T-CSMA/CA
contention protocol, in which data nodes attempt packet
transmissions according to CSMA/CA with exponential back-
off [35] and the transmissions are periodically interrupted by
the presence of a CTP and a CFP. Thus, the performance of
T-CSMA/CA is different from the traditional CSMA/CA con-
tention protocol without interruptions. First, the packet waiting
time for transmission is increased by the interrupted periods;
Second, before each source node initiates a packet transmis-
sion attempt at the end of its backoff counter decrementing
process, it is required to check whether the remaining time in
the CP is enough to support at least one packet transmission.
To have an acceptable transmission attempt, the remaining
time should be not less than the summation of a data packet
duration (Tpq, including acknowledgment) and a gurad time
(Tgt). This summation is called conflict period. If the remain-
ing time in current CP is not long enough, a virtual conflict
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occurs with the imminent CTP of next superframe. A hold-on
strategy can be used to resolve the conflict [26], [27], in which
the packet attempts are suspended until the start of next CP.
Other nodes that are not involved in the conflict can still decre-
ment their backoff counters within the conflict period until the
end of current CP. When the next CP arrives, the transmission
process resumes and the suspended packets are transmitted
immediately after the channel is sensed idle for a distributed
interframe space (DIFS).

By referring to some methods in [26], we give a detailed
illustration inside the CP of each superframe, shown in Fig. 4,
to highlight the differences between the T-CSMA/CA and the
traditional CSMA/CA protocol. Suppose that the CP starts at
time instant O and ends at T¢p. If a packet transmission attempt
is initiated within the interval [0, T¢p, — 7], the packet can be
transmitted according to the CSMA/CA, either successfully or
in collision, with a complete transmission duration T (7pq plus
a DIFS interval). The time instant ¢, — 7, denotes the last time
instant at which a packet transmission attempt can be initiated,
and the conflict period is the following interval with duration
T (Tpa plus Tgy), which is smaller than 7. Thus, if a packet
transmission starts in the interval [Tcp—Ty, Tcp—T], the packet
transmission time is on average (7, + 7,/2), assuming the
transmission initiation instant is uniformly distributed within
the interval. On the other hand, if the last packet transmission
within the CP starts in the interval [Tcp — Ty — T¢, Tep — T¢],
the transmission finishing point, denoted by T, — T, lies in
the conflict period, where 7, is called vulnerable period [26]
indicating the residual idle interval between the last transmis-
sion finishing point and the end of the CP; If no transmissions
initiate during [Tcp — Ty — T¢, Tep — T, the starting point of
the vulnerable period is T¢p — T¢, and the vulnerable period
is the same as the conflict period. Thus, it can be seen that
the vulnerable period is always not longer than the conflict
period. The time interval [0, Tcp — T,] before the vulnerable
period is called nonvulnerable period.

V. PERFORMANCE ANALYSIS

In this section, first, for a given maximum fraction of time
(¢) for voice traffic in each superframe, the voice capac-
ity, Nym, under the packet loss rate bound is derived, which
can facilitate voice session admission control. Second, for a
specific N,, the average number of voice burst transmissions
scheduled in each superframe, Ny, is derived, with which the
average time duration of each CFP and CP, denoted by Tfp
and T¢p, can be determined. Then, the aggregate throughput

of the DAH-MAC for N; data nodes is evaluated for each

superframe, and maximized by adjusting the contention win-
dow size to the optimal value according to variations of N,
and N,.

A. Voice Capacity

As mentioned in Section IV, when nodes come into the net-
work coverage area, they distributedly calculate the number of
minislots, Nyp, in each CTP, indicating the maximum num-
ber of voice nodes supported in the network. Thus, within the
voice capacity region, the following inequality needs to be sat-
isfied to guarantee that the time duration for voice traffic not
exceed the maximum fraction (¢) of each superframe time:

Tew + Tefpm = NymTin + N [B1Tpy < ¢Tsp (D

where Tcfpm denotes the maximum value of Tegp, Ty is the
duration of each minislot, N, is the maximum value of N,
indicating the maximum number of scheduled voice burst
transmissions in a CFP to maintain the packet loss rate bound,
B is the average size (number of voice packets) of a voice
burst, [] is the ceiling function, 7, is the voice packet dura-
tion including header, and [B]7), indicates the duration of
each TDMA time slot (the duration of one time slot should
allow an integer number of packet transmissions).

To determine Nj,, we first estimate that, with N, voice
nodes, how many generated voice packets in a superframe are
required to be transmitted in the CFP to guarantee the packet
loss rate bounded by P;. Let X; denote the number of packets
generated by voice node i (i = 1,2,...,N,) within a super-
frame, and y,, denote the maximum number of transmitted
voice packets in the CFP to guarantee Pr. Since the length
of a superframe is to be the same as the voice packet delay
bound, lost packets are estimated as those generated but not
transmitted within one superframe. Thus, y,, can be calculated
by solving the following equation:

E[X — ym|X > yu]
E[X]

=PL 2

where X = Zf\il Xi.

Since {X;,i = 1,2,...,N,} are independent and identi-
cally distributed random variables, X can be approximated as
a Gaussian random variable when N, becomes relatively large
(based on central limit theorem) [14], with mean E[X] and
variance D[X] being N,E[X;] and N, D[X;], respectively. Thus,
we estimate the distribution of X as a normal distribution, with
which (2) is approximated as

(=ME[x;])?
waM%,e*de
w  2TN,DIX;] =P 3)
NVE[XI]

where M = X - Tsp denotes the maximum number of packets
generated by a voice source node within one superframe.

In (3), to derive E[X;] and D[X;], we calculate the distribu-
tion of X;, which is the probability of generating k packets by
voice node i within a superframe ready for transmission in the
CFP, denoted by P(k).4 According to the on/off source model,

4Since {X;,i = 1,2,..., Ny} has identical probability distribution, we
simply drop the voice node index i.
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Algorithm 1: Voice Capacity

Input : The maximum fraction of time, ¢, for voice traffic in
each superframe.
Output: Voice capacity Ny, the CTP duration Ty.

1 Initialization: N, < 1;
2 do

3 ym < solving (3);
4 Ngm < y—m;

5 if NyTiy + Nm[B1Tpy < ¢Tsr then
6 | Ny < Ny+1;

7 else

8 Nym < N, — 1;
9 Tetrt <= NvmTms
10 break;

11 end

12 while N, > 0;

13 return Ny, and Tiyq.

the probability of a voice node staying at on (off) state, denoted
by Pon (Poff), at any time instant, is (8/a + B) (a/(x + B)).
Let Ton (Tofr) denote the time duration a voice node stays at
on (off) state. We have

Pk) =P, plk=b g _*k
= Lon 3 < on_)L

k k—1
+ Pofr - P TSF_X<Toff§TSF__

A
I

oa+f
o Tlrt) o)),
oa+p
l<k<M-1 4)
M — 1
P(M):Pon'P{Ton> }+P0tt P{Totf_k}
_ B een @
and
M
PO)=1-> Pk (6)

k=1
With the probability distribution of X;, the average voice burst
size B can be obtained. Based on y, and B, the maximum
number of scheduled voice bursts, Ny, in each CFP is derived.
Then, with a specific ¢, Algorithm 1 can be used to determine
the maximum number of voice nodes (voice capacity), Nym,
that can be supported in the network.

B. Average Number of Scheduled Voice Bursts in a CFP

The actual number of generated voice bursts is likely less
than Ny, and varies depending on the buffer occupancy states
broadcast at the beginning of each superframe. In the follow-
ing, for a specific N,, we calculate the average number of
scheduled voice bursts, Ny, with which 7¢f, and Tep can be
obtained.

We first determine the probability distribution of the number
of active voice nodes, denoted by N,, which broadcast control
packets with BIB = 1 in their respective minislots of each
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superframe. Due to the voice source on/off characteristic, N,
is composed of two portions: 1) the number of nodes with a
nonempty buffer staying at the on state, denoted by NJ" and
2) the number of nodes with a nonempty buffer staying at the
off state, denoted by Ngff.

Since packets periodically arrives at the transmission buffer
every (1/A) second for each voice node at the on state, the
probability of a voice node being active in its occupied min-
islot conditioned on that the node is at the on state can be
derived by calculating a posterior probability as

1
Pgjon = P{on at (t,' — X)

where ¢; is the time instant that voice node i broadcasts in
its selected minislot in the current superframe. Equation (7)
indicates that the time duration of voice node i staying at
the on state should last for at least the duration of (1/A)
before it broadcasts at #; to ensure a nonempty transmission
buffer.

Similarly, the probability of voice node i being active at
t;, conditioned on that the node stays at the off state, is
calculated as

on at ti} —e i (7)

1
Pyjott = P{on at(t; — T), on at <ti —-T+ X) off at ti}
_ B( _« —aT
= E(e r—e ) (8)

where T = Tsp — Tcpm. Thus, t; — T is a calculation for the
time instant of the end of the CFP in previous superframe.
Equation (8) indicates that voice node i should stay at the
on state for at least the time interval of (1/X) after the end
of previous CFP to ensure a nonempty transmission buffer
before time instant #;. Then, the probability distribution of N,
denoted by Py, (k), can be derived as

Py, () = P{NG" + No = k]

Ny
= ZZP{Ngff:k—NZ“

i=0 jeA
- P{NJ" = jIN" =i} - P{N°" = i}

N,
=D PG.jh,

i=0 jeA

Ng® = N =i}

0<k=N, €))

where N°" denotes the number of nodes in the on state, set A
denotes the value range of j depending on k and i, and

.. Ny — i\ k- Ny—i—ktj
P(w,k)=< kv_j>Pa|offf(1—Pa|off) o

] i i—j NV i v—i
. (;)P’aon(l —Pa\on) 7 ( i )Ponpglff :

SFor calculation simplicity, we assume that the duration spent in current
CTP before #; is Ty, and the duration of previous CFP is Tcfpm.
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Then, the complete expression of Py, (k) is obtained by
delimiting j in (9) considering the following three cases:
DNy, —k >k

ko N—k k
Py, (k) = ZZP(i,j, k) + Z Zp(i’j’ k)
i=0 j=0 i=k+1 j=0
Ny

k
+ > > Pk (10)

i=N,—k+1 j=i—N,+k
2N, —k <k
Ny—k

i k i
Py, =) D PG+ Y Y. PGk

i=0 j=0 i=N, —k+1 j=i—N,+k
Ny k
+3Y > Pajk (b
i=k+1 j=i—N,+k
)N, —k=k
ki Ny k
Py, () =Y "> "PG.jl+ Y. Y Pljhk. (12
i=0 j=0 i=k+1 j=i—N,~+k

Thus, with Py, (k), the probability mass function of the
number of scheduled voice bursts, Ny, is given by

PNa(k)v Ofkasm_l
— Ny
PNX(k) n Z PNa(I‘), k= Ny (13)
r=Ngn

Finally, Ny, Tfp, and fp can be obtained accordingly, based
on Py, (k).

C. Data Throughput Optimization Framework for
the DAH-MAC

In a CP, data nodes access the channel according to the
T-CSMA/CA contention protocol. Since we evaluate the aver-
age aggregate throughput for data nodes in each superframe,
T_Cp is used to denote the average duration of a CP.% For the
T-CSMA/CA, nodes are restricted to transmit packets within
each CP. Before any transmission attempts, nodes are required
to ensure that the remaining time in current CP is long enough
for at least one packet transmission; otherwise, all transmission
attempts are suspended until the next CP starts.

According to the illustration inside the CP of each super-
frame in Fig. 4, the average value of T, can be calculated
by (14), assuming the transmission starting point is uniformly

distributed inside [Tep — Ty — Te, Tep — 7]
— T
T, = (1 — ,L,)Nde Te + [1 — (- .[)Nde] . ?C

— NaTs

where t is the packet transmission probability of a data node
with a nonempty transmission buffer at any backoff slot.

A generic time slot in the nonvulnerable period of the CP
can be divided into three categories: 1) an idle backoff slot;

6 All time intervals in a CP are normalized to the unit of an idle backoff
time slot duration as commonly seen in CSMA/CA based systems.

2) a complete transmission slot with the duration 7 (a success-
ful transmission duration is assumed the same as a collision
duration [36]); and 3) a restricted transmission slot with the
duration ((7, + T)/2). Thus, the average duration of a generic
time slot in the nonvulnerable period is calculated as

o=1-M+[1-1-0)MN]T, (15)

W}Ee T, = (((Ty — Tc)/(Tcp =T10) - (I3 +T0)/2) +
((Tep — T5)/(Tep — T¢)) - Ts) denotes the average duration of
a transmission slot in the nonvulnerable period.

Then, the probability that a generic slot is inside the
vulnerable period is given by

Pv = =— . (16)

T _

cp v 4T,
o

Ty
-7,

Thus, the duration of a generic slot including the vulnerable
period is derived as
og =py+ (1 —pyo
=pv+ (1 =p[1 =DM +[1 = (1 = )M]T,].
Since packet transmissions or collisions cannot happen in 7,

the packet collision probability for each node at any backoff
slot in a traffic saturation case is expressed as

p=1-(1-p)a—oNel,

In (18), the transmission probability T can be approximated,
based on renewal reward theory, as a ratio of the average
reward received during a renewal cycle over the average length
of the renewal cycle [26], [36]. That is

o EAL Yty
EALEEIV] i+ o (52 )

a7)

(18)

(19)
J

where E[A] and E[W] denote the average number of trans-
mission attempts and backoff slots experienced, respectively,
before a successful packet transmission; R; is the retrans-
mission limit; and CW; = 2jCW(j = 0,1,...,Mp) is the
contention window size in backoff stage j (CW is the mini-
mum contention window size and M, is the maximum backoff
stage).

Therefore, the aggregate data saturation throughput’ for the
DAH-MAC is expressed as

NgTpat(1 —p) Tep
Sy=——2P" & "D
o] Tsk

B NyTpat(1 = py)(1 = oM Tep
v+ (U =—p)[d =DM [1 = (1 —)N]1,] Tse
(20)

where Tpq is the data packet duration, and T_Cp is a function
of N,.

From (20), we can see that when N, and N, are given
and other system parameters are set, e.g., according to IEEE
802.11b standard [37], the saturation throughput S; is a

TThe throughput in this paper is normalized by the channel capacity.
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Fig. 5. Evaluation of T, in a function of 7 (¢ = 0.5, Ny, = 20).

function of 7, and can be evaluated by solving (18) for t
numerically. We rewrite (20) as

T,
Tpd . TCP
Sy = ——=3EF 1)
Tvd
where Tyq = ((py + (1 — p)Id — DN +[1 — (1 —

ONT, )/ (Ngt(1 = p,)(1 — T)¥1)). Ty is called average
virtual transmission time [38], which indicates the total aver-
age time experienced (including backoff waiting time, collision
time and packet transmission time) in each CP to successfully
transmit one packet.

Therefore, with different values of N;, we evaluate the
relationship between T,g and 7, shown in Fig. 5. It can
be seen that there exists an optimal transmission probabil-
ity Tope that achieves a minimum of Tyq. The reason of
existing such an optimal transmission probability can be
explained as follows: When t < Top, an increasing amount
of channel time remains idle before an transmission initi-
ates, which consistently enlarges T,; even if transmission
collisions rarely happen in this scenario; However, when t
continues to increase beyond oy, due to more frequent trans-
mission attempts, the number of packet collisions rises, which
consume an increasing fraction of channel time before pack-
ets are successfully transmitted. Therefore, the existence of
Topt can be regarded as a compromise of the preceding two
effects and achieves a minimum virtual transmission time
and a maximum throughput. Since overheads consumed in
one transmission collision are much greater than in an idle
backoff slot, the optimal transmission probability is obtained
as a relatively small value, as shown in Fig. 5, to lower
the collision probability at the expense of consuming more
idle slots. Therefore, our objective is to first derive Top
as a function of N, and Ng. Then, by substituting Top
into (14)—(19), a closed-form mathematical relationship can be
established between the optimal value of contention window
size CW, denoted by CWp, and the heterogeneous network
traffic load.
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To do so, the expression of T, in (21) can be further derived
as the summation of the following three terms:

1—1

Nyt

[1 -1 -1,
Ngt(l —g)Na=1 -~

From (22), it is computational complex to obtain the first
order derivative function of T,; with respect to r. The com-
plexity mainly results from p, which is a complex function
of 7 in (16). Thus, to make the derivation of T, tractable,
an approximation of p, can be obtained by simplifying T,
considering the following two cases.

1) For = > 0.005, since all time durations in a CP are
normalized to the unit of an idle backoff slot dura-
tion, we have Ts > 1 (according to the IEEE 802.11b
specification) and NyT > 1. Thus

— 7 )NaTs
o LA (T s,
2 2

2) For t < 0.005, the average duration of a generic
time slot in the nonvulnerable period, o, approaches 1.
Moreover, since Ty, € [((T¢)/2), Tcl, we have T, < Tep.
Thus, (16) can be approximated as

B oT, ol, ol
Tot©-VT Ty 2y

T_Vd_ pV

= +
Ny(1 = py)T(1 — )Nt

(22)

(23)

Dv ~ , T < 0.005.

(24)

As a result, _by using (7./2) (the lower bound of T,) to
approximate T, the approximation of p, is

T.
~ 2
pv - o TC (25)
cp - A5 T
2 e
o + 2
Therefore, by substituting (25) into (22) and after

some algebraic manipulation, the approximation of T,y is
obtained as

Tu - (Ta - 1)(1 - T)Nd

7= Te Ny -]
cp 2

(26)

Then, by taking the first order derivative of 7,, with respect
to T and letting the derivative function equal to 0, we solve
for an approximation of oy (under the condition of 7 < 1)
as a closed-form function of N, and Ny, given by

1+%n—gw—n_
~ _ d
Fopt = (Ta — DNg— 1)

Fig. 6 shows the accuracy of the approximation by plotting
Topt and f:pt over a wide range of N;. Note that although the
optimal transmission probability, Top, for each data node in
a backoff slot decreases to a relatively small value with the
increase of Ny, the probability of a successful packet trans-
mission in a backoff slot is much higher than 7, when Ny
becomes large, to achieve the maximized throughput.

1

27)
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TABLE 11

SIMULATION PARAMETER SETTINGS [14], [37]

MAC schemes DAH-MAC Busy-tone contention D-PRMA [25]
Parameters protocol [14]
Channel capacity 11Mbps 11Mbps 11Mbps
Backoff slot time 20 ps 20 us n.a.
Minimum contention window size (voice/data) n.a. 8/32 n.a.
Maximum contention window size (voice/data) n.a. 16/1024 n.a.
Backoft Stage limit (voice/data) n.a./5 1/5 n.a.
Retransmission limit (voice/data) n.a./7 2/7 n.a.
PLCP & Preamble 192 us 192 us 192 us
MAC header 24.7 us 24.7 ps 24.7 us
RTP/UDP/IP headers (voice) %8 s % us 41‘—? us
Packet payload length (voice/data) 338 /88 s 338 /8184 s 338 /88
AIFS/DIFS (voice/data) n.a./50 us 30/50 us n.a.
Minislot duration 0.25 ms n.a. 0.41 ms
Time slot duration 1.22 ms n.a. 1.64 ms
Transmission time (voice/data) 0.244/1.18 ms 0.244/1.18 ms 0.244/1.18 ms
Gurad time (Ty;) 20 us n.a. n.a.
Average on/off time (1 /1) 352/650 ms 352/650 ms 352/650 ms
Minislot contention probability (voice/data) n.a. n.a. 0.6/0.2
Transmission queue length 10000 packets 10000 packets 10000 packets
Superframe time (delay bound) 100 ms 100 ms 100 ms
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Fig. 6. Optimal transmission probability in each backoff slot for data nodes
(Ny =20, ¢ =0.5).

Then, by substituting f;;[ and py, into (15)—(19), we derive
an approximate expression for the optimal contention window
CWopt, as a closed-form function of N, and Ny, given by

e (1 &) (1= 7%)
opt = — — — —
Topt(1 — p)(Zj”zbo 2P+ YR L 2] ,ﬂ)
(28)

where p =1 — (1 — py)(1 — Top™Ne~ 1.

The proposed analytical framework not only provides an
effective way to evaluate the performance of the DAH-MAC
in supporting both voice and data traffic, but also provides

some insights in MAC design in practical engineering for per-
formance improvement: First, the voice capacity, Nyy, and
the maximum number of voice bursts, N,, scheduled for
each superframe are derived based on the analytical model
and used as a reference for engineers in the protocol design
to guarantee the voice delay bound in presence of the voice
traffic load dynamics; Second, with the closed-form mathe-
matical relationship provided in (28), data nodes operating
T-CSMA/CA in each CP can adaptively adjust the minimum
contention window size CW to the optimal value CW o, based
on the updated heterogeneous network traffic load information
acquired in each superframe, to achieve consistently maximum
aggregate data throughput.

VI. NUMERICAL RESULTS

In this section, simulation results are provided to validate
the accuracy of the analytical results. All simulations are car-
ried out using OMNeT++ [39]-[41]. Nodes are interconnected
and each source node randomly selects one of the rest nodes as
its destination node. We run each simulation for 10000 super-
frame intervals to generate one simulation point. The main
simulation settings for different MAC schemes with voice and
data traffic are listed in Table II. For a voice source, the GSM
6.10 codec is chosen for encoding the voice stream, with which
voice packet payload size is 33 bytes and packets interarrival
interval is 20 ms when the voice source node is at the on
state [14]. Packet arrivals for each best-effort data node fol-
low a Poisson process with the average arrival rate 1,. We set
Aq to 500 packet/s to ensure each data transmission buffer is
always saturated.
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Fig. 7. Voice capacity region with different ¢.

We first study the voice capacity, determined by Algorithm 1
in Section V, with a variation of the maximum fraction of
time (¢) for voice traffic in each superframe. Then, with a
specific ¢, the maximum number of voice burst transmissions
supported in a CFP to guarantee the packet loss rate bound
and the average number of scheduled voice bursts are both
evaluated. For performance metrics, the voice packet loss rate
and aggregate data throughput are considered. We also com-
pare the performance of the proposed DAH-MAC scheme with
two well-known MAC protocols.

A. Voice Capacity

The voice capacity in the network, with a variation of ¢,
for the DAH-MAC is plotted in Fig. 7. The analytical results
are obtained according to Algorithm 1 in Section V-A. It can
be seen that the analytical results closely match the simulation
results especially when the voice capacity region is relatively
large, since using the central limit theorem to approximate the
distribution of X in (2) becomes more accurate when N, gets
larger.

B. Number of Scheduled Voice Bursts (Time Slots) in CFP

We also evaluate the number of voice burst transmissions
(time slots) in a CFP with different N, in the voice capac-
ity region. Fig. 8 shows the average number of scheduled
voice bursts (N;) in each superframe. It can be seen that the
analytical and simulation results closely match, which ver-
ifies the accuracy of our analysis. In Fig. 8, we also plot
the maximum supported voice bursts (Ng,) in each CFP.
Due to the randomness of voice packet arrivals, the instanta-
neous voice traffic load fluctuates on a per-superframe basis.
The gap between N, and N, indicates the number of time
slots allocated to voice bursts in each CFP is commonly
below the maximum allowable value. Therefore, by adapting
to the realtime voice traffic load in each superframe, the pro-
posed distributed TDMA time slot allocation achieves a high
resource utilization.

Fig. 9 shows the average time allocated to voice and data
traffic in each superframe with a specific ¢. In Fig. 9(a), we
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Fig. 8. Number of scheduled time slots for voice traffic (¢ = 0.5).

can see that the average time of each CFP (Tfp) for voice
burst transmissions increases with &,,, with a fixed duration of
each CTP (Ty1) for accommodating a certain number of voice
nodes, which is determined according to the voice capacity
with ¢ = 0.5; Fig. 9(b) shows the average percentage of time
allocated to voice and data traffic in each superframe. It can be
seen that within the capacity region, the average time allocated
to voice traffic is always bounded by ¢Tsr under the packet
loss rate constraint, and the residual average superframe time
are occupied by data traffic.

C. Voice Packet Loss Rate

Packet loss rate for voice traffic in a CFP is evaluated
with different ¢ in Fig. 10. It is observed that the simulation
results are close to the analytical results. Although some per-
formance fluctuations appear when N, is relatively small due
to the central limit theorem approximation and the rounding-
off effect in deriving Ny, (set as a simulation parameter), the
packet loss rate is always below the analytical bound within
the voice capacity region, which verifies the effectiveness of
our proposed MAC in supporting voice service. If the num-
ber of minislots in the control period of each superframe is
set beyond the voice capacity Nyn, the packet loss rate rises
dramatically as shown in Fig. 10. Therefore, Algorithm 1 in
Section V-A is employed in the DAH-MAC to calculate Ny,
with different requirement of ¢, which controls the number
of voice nodes N, within the capacity region to guarantee a
bounded packet loss rate.

Fig. 11 displays a comparison of voice packet loss rates
between the proposed DAH-MAC and two well-known MAC
protocols: 1) D-PRMA protocol [25] and 2) busy-tone con-
tention protocol [14], with a variation of N,. The latter two
MAC protocols are both effective in supporting voice packet
transmissions. We can see that the D-PRMA can guarantee a
bounded packet loss rate when N, is relatively small. However,
the packet loss rate increases dramatically since contention
collisions rise when an increasing number of voice nodes
start to contend for the transmission opportunity in each avail-
able time slot. Thus, the voice capacity region for D-PRMA
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Fig. 10. Voice packet loss rate in a CFP with different ¢.

is limited. Different from the D-PRMA, the busy-tone con-
tention protocol grants a deterministic channel access priority
for voice traffic. Thus, it can be seen that the voice packet
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Fig. 12.  Channel utilization for data traffic in each CP (N, = 20, ¢ = 0.5).

loss rate is guaranteed over a wide range of N,. Nevertheless,
due to the contention nature, a consistent increase of voice
packet collisions lead to accumulated channel access time,
and the packet loss rate eventually exceeds the bound after
around 35 voice nodes are admitted. In the DAH-MAC, the
proposed distributed TDMA can admit more voice sessions by
setting a higher value of ¢, at the expense of local information
exchanges in each enlarged control period. As can be seen in
Fig. 11, the voice capacity region of the proposed MAC can
be larger than the other two MAC protocols with a bounded
packet loss rate.

D. Aggregate Best-Effort Data Throughput

We first evaluate the average channel utilization of
T-CSMA/CA in each CP, defined as the ratio of average time
used for successful data packet transmissions in a CP to aver-
age duration of the CP. It can be seen in Fig. 12 that the
T-CSMA/CA achieves consistently high channel utilization
with variations of data traffic load, since the proposed through-
put analytical framework maximizes the T-CSMA/CA channel
utilization within the DAH-MAC superframe structure.
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Fig. 13. Comparison of the DAH-MAC maximum data throughput (¢ =

0.33) with the busy-tone contention protocol. (a) Ny, = 35. (b) N, = 20.
(¢) Ny =5.

Then, we make a comparison of aggregate data throughput
between the proposed DAH-MAC and the busy-tone con-
tention protocol with a variation of Ny and under different

Number of Best-effort Data Nodes (Ng)

Fig. 14. Comparison of the DAH-MAC maximum data throughput (¢ = 0.33,
N, = 10) with the D-PRMA protocol.

voice traffic load conditions. To ensure a fair comparison, we
set ¢ as 0.33 for DAH-MAC to achieve the same voice capac-
ity (Nym = 35) with the busy-tone contention protocol. First,
when N, = 35 representing a high voice traffic load condition,
it can seen from Fig. 13(a) that the DAH-MAC can achieve
a consistently higher data throughput than the busy-tone con-
tention protocol. This is because the distributed TDMA can
achieve better resource utilization in high voice traffic load
conditions, and the aggregate data throughput is maximized
over a wide range of N; for the busy-tone contention protocol,
with a high voice traffic load, an increasing fraction of channel
time is consumed for voice collisions resolution, and a large
number of voice nodes also limit the channel access opportu-
nity for data traffic, since voice traffic has absolute priority of
accessing the channel. The data throughput comparison is also
conducted when the voice traffic load is moderate. It can be
seen in Fig. 13(b) that throughputs of the DAH-MAC and the
busy-tone contention protocol experience a similar trend with
the increase of N as in Fig. 13(a), except for the cases where
the busy-tone contention protocol achieves a higher throughput
when N; becomes relatively small. The advantage of busy-
tone contention becomes more notable when the voice traffic
load gets lower, as can be seen in Fig. 13(c) where N, = 5.
Therefore, the results from Fig. 13(b) and (c) demonstrate
some effectiveness of busy-tone based contention when N,
and N are relatively small, since in a low heterogeneous net-
work traffic load condition, contention collisions among voice
or data nodes are largely reduced, thus improving the chan-
nel utilization of the contention-based MAC protocol. Overall,
over a wide range of N4, our proposed MAC can achieve a
consistently higher throughput especially in a relatively high
voice traffic load condition.

We further conduct the throughput comparison between the
DAH-MAC and the D-PRMA. It is shown in Fig. 14 that the
DAH-MAC can achieve both a larger voice capacity region
(Nym = 35 with ¢ = 0.33) and a higher data throughput
than the D-PRMA. Since the D-PRMA is designed to support
the QoS of voice traffic, the throughput for best-effort data
traffic is suppressed because data nodes contend the channel
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with a lower probability and they can only transmit once in a
slot upon the successful contention. Also, the D-PRMA uses
slotted-Aloha based mechanism to contend for the transmis-
sion opportunity, which is inferior to the CSMA/CA based
mechanism in terms of collisions resolution. We can see that
the data throughput starts to decrease when N; becomes large
due to accumulated contention collisions.

VII. CONCLUSION

In this paper, we propose a distributed and traffic-adaptive
hybrid MAC scheme for a single-hop IoT-enabled MANET. A
hybrid MAC superframe structure is devised, in which voice
nodes are allocated a time slot in a distributed way by adapt-
ing to their instantaneous transmission buffer states and data
nodes contend to access the channel in a CP of each super-
frame according to the T-CSMA/CA. The proposed hybrid
MAC exploits the voice traffic multiplexing to improve the
resource utilization while guaranteeing a voice packet loss
rate bound, and reduces the congestion level for data nodes
by the contention separation between voice and data traffic.
A data throughput analytical and optimization framework is
developed for the hybrid MAC, in which a closed-form math-
ematical relationship is established between the MAC layer
parameter (i.e., the optimal contention window size) and the
number of voice and data nodes in the network. With this
framework, the maximum aggregate data throughput can be
achieved and be adaptive to variations of the heterogeneous
network traffic load. Based on a comparison with two well-
known MAC protocols, simulation results demonstrate the
effectiveness of our proposed MAC in supporting voice and
data services in the presence of heterogeneous traffic load
dynamics.
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